
 

  © 2019, IJCSE All Rights Reserved                                                                                                                                        431 

International Journal of Computer Sciences and Engineering    Open Access 

Survey Paper                                              Vol.-7, Issue-1, Jan 2019                               E-ISSN: 2347-2693 

                 

Traffic Valuation using Routing Segmentation for Neural Network 

Approach 
 

Kumar Parasuraman
1*

, A. Anbarasa Kumar
2
 

 
1,2

Centre for Information Technology and Engineering, Manonmaniam Sundaranar University, Abishekapatti, Tirunelveli. 

Tamil Nadu, India 
 

*Corresponding Author: kumarcite@gmail.com 
 

Available online at: www.ijcseonline.org  

Accepted: 21/Jan/2019, Published: 31/Jan/2019 

Abstract— Network operators anticipate the offering of an increasing variety of cloud-based services with stringent Service 

Level Agreements. Technologies currently supporting IP networks however lack the edibility and scalability properties to 

realize such evolution. In this article, we present Segment Routing (SR), anew network architecture aimed at sling this gap, 

driven by use cases denied by network operators. SR implements the source routing and tunneling paradigms, letting nodes 

steer packets over paths using a sequence of instructions (segments) placed in the packet header. As such, SR allows the 

implementation of routing policies without entries at intermediate routers. This paper introduces the SR architecture, describes 

its related ongoing standardization efforts, and reviews the main use-cases envisioned by network operators. The criteria for 

protecting ad hoc networks encompass both physical entity security and data security (authentication, integrity, confidentiality, 

non-repudiation). Availability is another very significant concern. For example, a robust network should not lose connectivity 

when a small number of nodes leave the network or become unresponsive. Access control must also be considered to prevent 

unauthorized access. 

 

Keywords— Segment Routing, Service Level Agreement, Authentication , Integrity, confidentiality, Non- Repudiation 

I.  INTRODUCTION  

These days, customer does not just download substance to 

their home PCs. They remain associated while being Mobile. 

They need to get to and synchronize their information and 

stream music or recordings from their phones, laptops, 

workstations, or other cell phones. Therefore, it isn't amazing 

that the measure of Internet Traffic is expanding. The Cisco 

Forecast expresses that the yearly worldwide IP Traffic 

outperformed the zettabyte limit in 2016 and predicts a 

continuation of development to an estimation of 3.3ZB by 

2021.  

This design may be proceed as technology advances. 

Remunerating the expanding requests of more Traffic is 

important investigation for Internet Service Providers (ISPs) 

[1]. There are two different ways to handle the issue and 

normally both of them are necessary. Initially, the system can 

be physically extended, which is costly. Second, the usage of 

the accessible assets can be upgraded with the utilization of 

Traffic Engineering (TE) [2]. 

In this paper, Segment Routing (SR), a source routing pattern 

that recently extended popularity and can be utilized for TE, 

is tested utilizing genuine information from the support of a 

European level one ISP. We will probably look at whether 

SR-TE is a reasonable methodology for a carrier IP backbone 

network, whether it can create near ideal outcomes, 

furthermore whether it can deal with basic practical 

requirements [3]. To have the capacity to perform powerful 

TE, it is important to focus on the most difficult 

circumstances. A natural decision for a peak hour, for 

example, would be some place at night, at the point when 

persons get back home from work. In any case, for a 

backbone network that has nodes situated in three continents, 

extraordinary time zones may prompt different peak hours 

[4]. 

After an arrangement of topologies and representative traffic 

information is chosen, SR for TE must be assessed against 

the ideal (Multicommodity Flow Problem, MCF [5] as well 

as the state of the art approaches. We base this assessment on 

a SR approach originally presented. This assessment will 

demonstrate us for our backbone network how close we can 

come to the ideal utilizing SR and how huge the distinction 

to the present state of the art. In any case, next to pure TE 

there are also necessities from the system operation and 

management point of view [6].  

To think about this, we expand the original Segment Routing 

formulation. In practice, without utilizing integrated control 

mechanisms like Software-Defined Networking (SDN)[13], 
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it very well may be enormous to arrange numerous SR paths. 

Along these lines, our Tunnel Minimization Extension 

(TME) attempts to limit the quantity of segments utilized. 

For this reason, we consider a path those utilizations 

something like one intermediate segment a SR tunnel. To 

coordinate considerably stricter down to earth suspicions, our 

Tunnel Limit Extension (TLE) prevents part up traffic 

requests and contains the arrangement of nodes that may be 

utilized as transmit nodes. For all expansions, we 

demonstrate the assessment results consolidated them and 

each other and also with earlier results and different 

methodologies from related work [7]. 

In theory it was appeared by that for demand optimization 

with SR, choosing just only one intermediate segment per 

demand is sufficient. However, a portion of the extra 

requirements we present limit the arrangement space and 

may prompt imperfect results [9]. To counter this, we try 

different things with permitting up to two or even three 

intermediate segments per demand. This builds the 

expressiveness of the SR tunnels and may empower them to 

all the more effectively remunerate the extra requirements. 

Utilizing two independent real world topologies, we 

demonstrate that a basic methodology may do the trick for 

one network design, while others require more complex 

solutions for achieve optimal routing [10]. 

II. BACKGROUND 

 

A. INTERNET TRAFFIC ANALYSIS 

The subject of Internet traffic analysis has been of passion 

since the starting point of the Internet. For example, delay 

Trials between remote hosts on the ARPANET, the 

MILNET, and others were performed to enhance the 

Transmission Control Protocol (TCP). The focus is on the 

configuration of Internet traffic, separating the commitment 

of various protocols and applications, or the distribution of 

various packet sizes and data flow lengths. As to genuine 

development of traffic, completed an interesting prediction.  

They dispute the inquiry whether there is a Moore's Law for 

Internet traffic.  

 

The end is that “Internet traffic is probably going to keep 

multiplying every year for the following decade. A later 

report published for the benefit of Alcatel-Lucent includes 

different data sets and predictions, for example, the Cisco 

Forecast or the Minnesota Internet Traffic Study (MINTS).  

 

It demonstrates the growth of Internet traffic from around 

1990 to 2015 and approximately approves with the results. It 

does, however, not give a view on how the traffic is formed 

over a regular day, but instead focuses on limit of optical 

communication network traffic. To the best of our vision, 

there is no other recent paper that dissects the traffic growth 

in a level one ISP backbone network. The review which time 

is delegate and is proper for TE additionally also seems to be 

open. 

 

B.GENERAL TRAFFIC ENGINEERING  

There are numerous ideas and strategies on the most capable 

method to optimize routing in a network, some of which are 

displayed below. Normally, TE is performed on a particular 

network topology [14]. Traffic demands enter the system on 

access nodes and exit the network through departure nodes. 

In such as, any router in the network can be an access node, a 

departure node, or even both. 

 

1) METRIC OPTIMIZATION 

Most Interior Gateway Protocols (IGPs) like Open Shortest 

Path First (OSPF) or Intermediate system to Intermediate 

System (IS-IS) depend on simple shortest path routing. 

Controlling these shortest paths by altering the IGP metrics, 

it is rich arrangement that can be deployed easily. However, 

this methodology still pursues most limited ways. Its 

adequacy, in this way, is constrained, as talked about in more 

detail later on. Despite the fact that it isn't the optimal 

solution, metric optimization is the state of the art for some 

ISPs because of its straightforwardness. 

 

2) MULTICOMMODITY FLOW (MCF) PROBLEM 

 Multicommodity flow problem is a network flow problem in 

combinatorial optimization. Given a graph with edge 

capacities and multiple independent commodities that are to 

be transported through the graph. The task is to discover 

paths for the commodities, with the end goal that the flow is 

maximized. This issue is well understood and can solve 

efficiently with linear programs when fragmented solutions 

are permitted. The basic problem itself may just consider the 

maximum flow for multiple demands, but can also be 

detailed to limit the Maximum Link Utilization (MLU). 
 

3) OTHER STRATEGIES 

A few different methodologies can be connected for TE. 

With Multiprotocol Label Switching (MPLS) and Resource 

Reservation Protocol (RSVP) obvious TE tunnels can be 

deployed. Tunnels can likewise be utilized to give backup 

routes in failure cases. As opposed to a metric optimization, 

this strategy requires the utilization of extra networks 

protocols to deal with these tunnels. Normally, it very well 

may be utilized to convey MCF results. It is, however, an 

extremely tedious undertaking to convey and keep up 

arbitrary tunnels for each combine of ingress egress nodes. 

This is the reason just few operators have adapted this 

methodology. All previously exhibited techniques have a 

tendency to be valuable for a medium time frame as it were. 

A metric optimization is registered, for instance, once every 

day at midnight. Be that as it may, innovations like SDN, 

where the network is controlled in a centralized manner, 

enable the possibility for a short-term or even online TE. TE 
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is appeared to be compelling even when a SDN is conveyed 

incrementally. 
 

C. TRAFFIC ENGINEERING USING SEGMENT ROUTING 

This paper focus on Segment Routing as a TE technique, 

With SR, an interest can be coordinated through specific 

segments to accomplish more efficient routing. To achieve a 

particular segment, the IGP is accessed. Inside the extent of 

this work, a segment always states to a node in the network. 

As a rule, segments could also be links or services, for 

example, Virtual Private Network (VPN) services. 

Characterizing a predetermined number of intermediate 

nodes for demands is much less complex to send than 

characterizing subjective paths as done in MCF.  

 

Their formulations all depend on the case that picking just 

one intermediate node as of now prompts near optimal 

results. They call this limited version 2-Segment Routing 

(2SR). In any case, their assessments are done on randomly 

generated topologies and do not surely reflect the situation in 

real networks. Our augmentations cover a more complex 

issue than just to minimize utilization of the network; this is 

the main focus of current writing on SR. Also, load 

optimization, our extensions fulfil extra real-world 

constraints. For instance, Declarative and Expressive 

Forwarding Optimizer (DEFO), which depends on hybrid 

constraint programming and SR [15].  

 

They additionally perform evaluations utilizing real network 

topologies. The structure additionally supports including 

custom objectives, for example, delay minimization. The 

results, be that as it may, are most certainly not optimal; 

because the fundamental calculations work heuristically 

furthermore, just attempt to acquire arrangements below a 

predefined threshold. They are prepared to do ensuring sub-

second runtime. Accordingly, their methodology can be 

utilized for online TE. However, the speed is picked up by 

not investigating the complete search space. This once more, 

prompts potentially suboptimal results. 

 

CARRIER IP NETWORK TRAFFIC ANALYSIS 

In this section, we define and analyse the traffic data set from 

a European level one carrier IP backbone network. We also 

approached a second topology from a national broadband 

operator situated in another nation, however just with one 

data point. Since this does not take into significant 

conclusions, for a large portion of the paper just the previous 

topology will be utilized. In the accompanying subsections 

we examine demand development and select representative 

traffic matrices for TE in the main topology. 

 

A.MEASUREMENT ARCHITECTURE 

The analysis and all evaluations in the rest of the remaining 

part of this paper depend on traffic matrices that contain data 

about how many Kbit/s were conveyed between any two 

routers inside the traffic-engineered sub-topology of the 

network. Consistently is recorded in 96 matrices; every 

network catches the average traffic during a 15-minute 

window[12]. The estimations were done incompletely by 

reading MPLS Forwarding Equivalence Class (FEC) 

counters and somewhat with estimation strategies described 

which make estimations more robust against errors. The 

original topology is rearranged to join edge routers at each 

Point of Presence (POP) to one virtual node. This procedure 

results in a virtual topology with 100– 150 nodes and a 

network density of around 5%.  

 

B.GROWTH OF INTERNET TRAFFIC 

To estimate the development of Internet traffic after some 

time we divided the dataset by year. It should be noticed that 

the dataset begins in May 2011 and closes in August 2015, 

therefore both years are deficient. In any case, they give 

knowledge into the improvements during that time. For every 

year and for Mondays and Sundays individually, it 

demonstrates the normal movement of all quarter hours. As 

expected, we clearly observe that traffic expands every year. 

This pattern freely coordinates the predictions. 

C.SELECTING A REFERENCE SCENARIO SET 
Following the past observation, the dataset can be decreased 

to a reasonable few samples, to be utilized in further 

evaluations. It is not possible to aggregate matrices of one 

year to utilize the normal traffic loads for each connection, 

because the topology of the network changes essentially 

during the estimation period. When looking at the first traffic 

matrix of the data set to the last, 36 nodes were included and 

28 old ones removed. Basically, about portion of the nodes 

got replaced after some time. Moreover, more than 400 new 

edges were included and near 300 removed, which is also 

significant. Since we also cannot utilize the total data set 

because of calculation times, a few representatives every 

year are chosen.  

 

SEGMENT ROUTING PERFORMANCE EVALUATION  

From a specific network management and operation point of 

view, the number of tunnels to be conveyed should be as 

little as could reasonably be expected. When utilizing the 

straightforward 2SR methodology, around 3000 tunnels are 

required for every one of our reference scenarios [11]. In 

situations without a central controller that enables 

automation, each tunnel would must be included, configured, 

or expelled physically. Moreover, splitting up demands with 

arbitrary ratios isn't possible, due to hardware equipment 

constraints. At last, ISPs commonly have a few nodes in their 

network that, per configuration, are not implied to be utilized 

as travel nodes. Thus, we have to stretch out 2SR to regard 

this requirement. 

A. Tunnel Minimization Extension (TME) 
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The minimization of the number of SR tunnels can be viewed 

as a second objective. Multi objective linear programming is 

difficult, yet can be attempted by either weighting the 

objectives in a joined function, or by a dynamic objective 

programming approach. For this utilization case, a 

combination of the both techniques is utilized. 

 In a first optimization step, the MLU is minimized with the 

original 2-Segment Routing linear program described in 

Problem 1. The result is then integrated to a second 

optimization issue. The relating formulation can be found in 

Problem 2. Equation 6 confines the difference in the essential 

objective with a prespecified, developed trade off coefficient 

λ ≥ 1, which controls the impact of the second objective and 

in this way the trade-off between the two. For example, λ = 

1.2 permits θ' to be at most 20% higher than θ, the 

consequence of the first optimization step. The absolute 

traffic variables xkij are replaced with relative traffic 

variables αkij. Thus, equations 4 and 5 have nearly the 

equivalent syntactic formulation and the very same semantic 

functions as equations 1 and 2 in Problem 1.  

 

The traffic variables are changed from absolute to relative 

values to enables a productive presentation of two new sets 

of binary variables ukij and vij . Because of introducing 

binary variables, the issue is currently a Mixed Integer Linear 

Program (MILP). The first set of new variables ukij give the 

ability to count the total number of traffic variables utilized. 

They are set to 1 if and just if the corresponding αkij is 

bigger than 0. Minimizing the total number of SR tunnels is 

of little utilize, because tunnels that pursue the shortest path 

of their interest don't need to be installed in practice. Shortest 

path tunnels should, in this manner, be included and 

weighted an unexpected path in comparison to real tunnels.  

 

Suggestion 1: 

A demand with ingress node i and egress node j is routed 

along the shortest path in 2SR iffαkij = 1 with k = j.  

 

The second set of binary variables vij is utilized to check 

these cases. They are compelled to 1, if the corresponding αj 

ij is exactly 1 (equation 8), which shows that 100% of the 

traffic demand tij is routed on the shortest path. At that point, 

the objective can be characterized as a minimization of the 

whole of all variables ukij less the sum of all shortest path 

tunnels vij. The MLU θ' is added to the objective function to 

rate solutions with an equivalent number of tunnels. The 

stable coefficient guarantees that the effect of θ' will 

regularly lower than the effect of a single binary variable. 

 

B. Tunnel Limit Extension (TLE) 

In this form, the Tunnel Minimization Extension permits 

various tunnels for every demand. This may not be needed 

because of difficulty or hard requirements in organization 

that show up when trying to present numerous tunnels with 

arbitrary weights. In this case, the program can be rearranged 

to just permit one tunnels for each demands. The simplified 

MILP formulation for the Tunnel Limit Extension is 

appeared. When restricting the quantity of tunnels per 

demand to 1, the significance of αkij and ukij turn into the 

equivalent. Dropping the α factors, the u variables are kept 

for consistency, as their binary nature is as yet required for 

the formulation to work. Apart from this change, the 

constraints remain the equivalent. Just the target needs an 

extra change, as the shortest path tunnels should not be 

checked. To do this, the sum simply skips all ukij variables 

where k = j. 

 

III. DIFFERENT TOPOLOGIES HYBRID TOPOLOGY 

 

Hybrid Topology utilizes two or more types of the 

topologies. For this situation, Fig.1 represents the bus, star, 

and ring topologies are utilized to make this Hybrid 

topology. Hybrid topology consolidates two or more 

topologies to make a resultant topology that has great 

purposes of all the constituent basic topologies as opposed to 

having features of one particular topology. Hybrid networks 

are favoured when there are 2 or more than two essential 

working topologies effectively accessible and these must be 

connected with one another. 

 

ADVANTAGES OF HYBRID TOPOLOGY: 

RELIABLE:  
It has much better fault tolerance. The area where fault is 

found could be singled out from whatever is left of network 

and required restorative steps could be taken, without 

affecting the working of rest of the network.  

 

EFFECTIVE:  
The most critical favourable position of this topology is that 

the weakness of the different topologies connected is 

disregarded and just the strengths are taken into 

consideration. For example, ring topology has great data 

reliability quality and star topology has high tolerance 

capability, so these two function great in hybrid star-ring 

topology.  

 

FLEXIBLE:  
One of the key preferences of this topology is its flexibility. 

The topology is made, with the goal that it tends to be 

actualized for a distinct network environment. Hybrid 

Network can be made in accordance with the requests of the 

enterprise and by maximizing the available resources. 

 

SCALABLE:  
Hybrid systems are built in an approach which enables easy 

integration of new hardware equipment parts like additional 

concentration points. It's very easy to broaden the span of 

network with the expansion of new components, without 

disturbing existing architecture. 

DISADVANTAGES OF HYBRID TOPOLOGY 
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These hubs are not the same as usual hubs since they have to 

be smart enough to work with different architectures and 

should be able to operate even when a portion of network is 

down. As hybrid architectures are usually larger in scale, 

they may require a lot of cables, advanced network devices, 

etc. 

COMPLEXITY:  
 Due to the way that different topologies connect in a hybrid 

topology, dealing with the topology gets testing. It is difficult 

to plan this kind of architecture and it’s a troublesome 

activity for creators. Configuration and installation process 

should be extremely efficient.  

 

EXPENSIVE:  

The network hubs required for hybrid topology networking 

are expensive to buy and maintain. The expense of this 

topology is higher in comparison to the other topologies. The 

hubs used to connect two distinct networks are costly. These 

hubs are not the equivalent as regular hubs since they must 

be keen enough to work with various models and should to 

have the capacity to work even though when a portion of 

network is down. As hybrid architectures are normally bigger 

in scale, they may require a lot of cables, advanced network 

devices, and so on. 

 

 
 

Figure .1. Hybrid Topology 

IV. METHODOLOGY 

NEURAL NETWORK  

The expression "Neural systems" is an exceptionally 

suggestive one. It recommends machines that are something 

like brains and is possibly loaded down with the science 

fiction connotations of the Frankenstein mythos. One of the 

primary tasks of this book is to demystify neural networks 

and show how, while they without a doubt have something to 

do with brains, their investigation additionally reaches 

different parts of science, engineering and mathematics.  

 

The point is to do this in as non-specialized a way as could 

be allowed, although some numerical notation is fundamental 

for indicating certain principles, strategies and structures 

quantitatively. By the by, all symbols and expression will be 

clarified as they appear so that, ideally, these should not get 

in the way of basics: that is, ideas and thoughts that might be 

described in words. We attempt to give simple descriptions 

of what network is and why we may consider them. Like 

this, we have something at the top of the priority list ideal 

from begin, inspire of the fact that the entire of this book is, 

obviously, given to answering these questions in full. 

 

Let us begin with a provisional definition of what is meant 

by a "neural network" and pursue with simple, working 

clarifications of a portion of the key terms in the definition. 

A neural system is an interconnected get together of basic 

processing components, units or nodes, whose usefulness is 

inexactly founded on the animal neuron. The processing 

ability of the network is put away in the inter unit connection 

strengths, or weights, obtained by a procedure of adaptation 

to, or gaining from, a set of preparing patterns.  

 

The expression "network" will be used to refer to any 

classification of artificial neurons. This may go from 

something as basic as a single node to large collections of 

nodes in which everyone is connected with each other node 

in the net. Every node is currently appeared by just a circle 

however weights are certain on all connections. The nodes 

are arranged in a layered structure in which each signal 

radiates from information and passes by means of two nodes 

previously achieving an output which it is never again 

transformed. 

 

SECURITY CHALLENGES IN NETWORK LAYER 

The network layer is the third level of the seven-level OSI 

model. The network layer addresses messages and translates 

logical addresses and names into physical addresses. It also 

determines the route from the source to the destination 

computer and manages traffic problems, such as switching, 

routing, and controlling the congestion of data packets. The 

main network operations related to ad hoc networking are 

routing and data packet forwarding. The routing protocols 

exchange routing data between nodes and maintain routing 

states at each node accordingly. Based on the routing states, 

data packets are forwarded by intermediate nodes along an 

established route to the destination.  

 

In attacking routing protocols, the attackers can extract 

traffic towards certain destinations in compromised nodes 

and forward packets along a route that is not optimal. The 

adversaries can also create routing loops in the network and 
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introduce network congestion and channel contention in 

certain areas. There are still many active research efforts in 

identifying and defending more sophisticated routing attacks. 

In addition to routing attacks, the adversary may launch 

attacks against packet forwarding operations. Such attacks 

cause the data packets to be delivered in a way that is 

inconsistent with the routing states.  

V. RESULTS AND DISCUSSION 

 
Figure.2 Error Rate Performance 

 

 

Figure.3 Gradient Value for energy Nodes 

 
Figure.4 Error histogram 

 Figure.5 Energy Performance for all nodes 
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Figure.6 ROC 

VI. CONCLUSION AND FUTURE SCOPE  

Segment Routing is an edible and scalable architecture aimed 

at supporting the evolving requirements of carrier-grade 

networks towards application-centric, cloud-based services. 

In this paper, we provided an introduction to the SR 

architecture, highlighting its simplicity, and scaling 

properties. We then discussed various use cases stemming 

from the network operator community, evolving SR towards 

a scalable, manageable, yet edible platform for the provision 

of new features. We covered use cases such as Traffic 

Engineering, showing that SR gives fine-grained control over 

paths without increasing control plane overhead at transit 

nodes. Service Function Chaining has been illustrated using 

SR as a way to execute a service chain without impacting 

data-plane resource availability. Finally, we showed how 

these networking features can be made resilient by relying on 

the basic building blocks of the architecture. Note that SR is 

a realistic and pragmatic project, with implementations 

having been recently released. 
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