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Abstract – This paper describes a new image watermarking method for which is suitable for both copyright protection and 

information hiding. The presented method is based upon the morphological mathematics properties of the Mojette Transform 

[1,2] and the Mojette Phantoms[3]. The main properties of the Mojette transform are briefly introduced and the concept of 

linked phantoms which depicts the null space of the operator is presented. In this paper the Mojette Phantoms can be used not 

only as the embedded watermark, but also can be used as the mark which is inscribed with some certain information, e.g. 

Chinese characters. Corresponding embedding and extractions of either the mark or the hidden message are then described. 

Finally, experimental results are presented in the last section. 
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I. INTRODUCTION 

 

Inscribing invisible marks into an image has a variety of 

applications such as copyright, steganography or data 

integrity checking. There are many techniques can be used 

for watermarking, such as DCT, DWT and so on. In [3], the 

authors presented a method which use the Mojette Phantoms 

as the mark and hide the mark in the Mojette domain. 

However, the mark used in [3] is meaningless. In this paper 

we present a new method that can hide watermark which 

bear certain meanings. In particular, we implement the 

proposed method so that Chinese characters contain 

designed meanings can be hidden in the input image. 

 

II. THE MOJETTE TRANSFORM 

 

A. Direct Mojette Transform (MT) 

The Mojette Transform is a kind of discrete Radon 

transforms [4]. This transform needs many angles such as 

 
 

where (p,q) are integers restricted to PCD(p,q) = 1. For an 

image at each angle, we can acquire a group of projections. 

Every projection is called a bin. The process of the transform 

can be described by the following Mp,q operator : 

 

 
 

In another way, given an image and an angle, its projections 

are acquired by adding together the gray value of the pixels 

along the straight lines of m+qk-lp=x. Figure 1 shows an 

example. 

 

B. Inverse Mojette transform 

The inverse Mojette transform is the process of inverse the 

projections into the origin gray values of pixels. There have 

many ways to implement the inverse Mojette transform and 

we usually use the simplest one: first, select a projection 

which contains only one pixel; second, select the projections 

which contain this pixel and subtract the gray value of this 

pixel from these projections. Then do the above steps 

repeatedly until all the pixels are retrieved. This is shown in 

Figure 2. 

 

C. Mojette phantoms 

The Mojette phantoms is an image which has the projections 

for all the given angles are zeros. The virtue of the Mojette 

phantoms is when adding the Mojette phantoms into an 
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image the image’s projections for the given angles will not 

change. Figure 3 show the properties of the Mojette 

phantoms. 

 

D. Watermark processing 

The Mojette phantoms can be embedded into the original 

image as the watermark. However, the original Mojette 

phantoms can not carry any meaningful information. In 

contrast we present a new method which allows the 

watermark composed by the Mojette phantoms to be able to 

hide meaningful information. The idea is to let the Mojette 

phantoms have a small size, and the watermark comprises 

multiple blocks of the Mojette phantoms. 

 

The specific process is as follow: 

Step 1: Design the information to be carried in the 

watermark. 

Step 2: According to the information of the watermark, we 

construct a watermark by the phantoms (Figure 3) and a 

block whose pixel gray values are all zeros. We merge the 

blocks of the phantoms and the zero blocks as every block is 

a pixel. If there is the information we fill the watermark by 

the phantoms blocks. Otherwise it is filled by the zero 

blocks. Figure 4 shows how to design the watermark. An 

example is showed in figure 5. We can see meaningful 

information is hidden in the watermark. In this way we can 

hide meaningful watermark in the original image and 

achieve information security. For example, the information 

hidden in the image can be the name of the owner or the 

number which has a special meaning. 

 

E. Embedding scheme 

For a given image and the information of the watermark, we 

should design the block size of the Mojette phantoms and 

the angles which are used to take projections. The number of 

the angles is denoted by I. We embed the watermark in the 

following steps: 

 

Step 1: For the origin image, we segment it into small blocks 

and denote the size of the block by  

n× n. The purpose of this procedure is to facilitate the 

calculation of the Mojette transform. 

Step 2: For each block, we take the Mojette transform at the 

given I angles. At every angle, all the projections can be 

regarded as a set of projections. So we acquire I projections. 

Step 3: According to the first (I-1) angles, we can create the 

correlative Mojette phantoms whose size is n× n . We can 

obtain the watermark by splicing the small blocks of the 

Mojette phantoms and the zero blocks. 

Step 4: Embedding the watermark [5] in every block of the 

origin image. Then we can get the watermarked image. 

Step 5: Segment the marked image into small blocks same as 

the origin image. 

Step 6: For every blocks of the marked image, we take the 

Mojette transform at the given Ith angles. The (I+1)th 

projection is acquired. Figure 6 shows the process of embed 

watermark. 

Once the embedding scheme is finished, we can transmit the 

projections. 

 

F. Decoding algorithm 

When the receiver receives the (I+1) projections, the origin 

image and the marked image can be retrieved according to 

the projections and the given angles. The first I projections 

are used to obtain the origin image, and the marked image is 

generated by the first (I-1) projections and the last 

projection. The specific process can be described by the 

following steps: 

 

Step 1: For the first I projections, take the inverse Mojette 

transform to obtain the original image based on the size of 

the block. 

Step 2: For the first (I-1) projections and the last projection, 

take their inverse Mojette transforms to generate the marked 

image. 

Step 3: Subtract the original image from the marked image 

to retrieve the watermark. Figure7 shows the process of 

extract watermark. By comparing the extracted watermark 

and the original watermark, we can find whether the 

projections have been changed. 

 
Figure 1. The direct Mojette transform for a 3 × 3 support 

and 3 projections. 

 

 
Figure 2. The process of the inverse Mojette transforms. 
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Figure 3. the Mojette phantoms 

 

 
Figure 4. How to design the watermark. The areas we want 

are filled by the phantoms blocks otherwise they are filled 

by zero. 

 

 
Figure 5. A set of watermarks composed of the Mojette 

phantoms with meaningful information.(a).a watermark 

containing two Chinese characters meaning China (b) a 

watermark which is an English word ‘texture’ (c) a 

watermark which is the code of a traffic police office 

 
Figure 6. Embedding watermark process 

 

III. EXPERIMENTAL RESULTS 

 

We use a set of car images and watermarks in Figure 5 as the 

input, and thus we can get the marked images. The 

watermark is composed of a number of blocks as depicted in 

Figure 3. The angles used to take projections are (-

2,1),(1,1),(1,0) and those used to gain the phantoms are 

(1,1),(1,0). Figures 8,9,10 show a set of experiment results. 

 

 
Figure 7. How we extract watermark 
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Figure 8. (a) the original image.(b) the watermark.(c) the marked 

image (d) the projections of the original image at angle (-2,1).(e) 

the projections of the original image at angle (1,1).(f) the 

projections of the original image at angle (1,0).(g) the projections 

of the marked image at angle ( 2,1). (h) The retrieved origin 

image.(i) the retrieved marked image. (j) The extracted watermark. 

 
Figure 9. (a) the original image.(b) the watermark.(c) the marked 

image (d) the projections of the original image at angle (-2,1).(e) 

the projections of the original image at angle (1,1).(f) the 

projections of the original image at angle (1,0).(g) the projections 

of the marked image at angle  

(-2,1). (h) The retrieved origin image.(i) the retrieved marked 

image. (j) The extracted watermark 
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Figure 10. (a) the original image.(b) the watermark.(c) the marked 

image (d) the projections of the original image at angle (-2,1).(e) 

the projections of the original image at angle (1,1).(f) the 

projections of the original image at angle (1,0).(g) the projections 

of the marked image at angle  

(-2,1). (h) The retrieved origin image.(i) the retrieved marked 

image. (j) The extracted watermark 

 

IV. CONCLUSION 

 

A new watermarking method based on the mojette transform 

that can hide special information in the original image is 

presented in this paper. Experimental results show it is 

effective once the meaningful watermark is successfully 

constructed. However, it should be noted that this method 

might have problems if complex information is required to 

be hidden as efficient construction of this kind of watermark 

can be difficult watermark. 
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