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 Abstract
 Data mining is that the method of move queries and extracting patterns, typically antecedently unknown from giant quantities of data using pattern matching several applications in security as well as for national security likewise as for cyber security. Research focus on Detecting Malicious Packet uses weka. Once network routers are a unit subverted to act during a malicious fashion. To observe the existence of compromised routers during a network, then take away them from the routing fabric. Our approach is to separate the matter into three sub-problems: 1) crucial the traffic data to record upon that to base the detection, 2) synchronizing routers to gather traffic data and distributing this data among them thus detection will occur, and 3) taking countermeasures once detection happens. Experimental results show that ready to observe and isolate a spread of malicious router actions with acceptable overhead and quality. Our work has ready to tolerate attacks on key network infrastructure elements.
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